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Multi-Dimensional Challenge
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Another Look at Dimensions
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End-to-end approach to security
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Athens Olympic – Lessons Learned
Telecom Perspective

Perform baseline security assessment to identify/address 
gaps before events
Manage vulnerability remediation
Integrate Network & IT network security functions
Establish new management interfaces to support 
information sharing and enhance incident 
detection/response
Create security awareness program across a broad range 
of users
Increase and train security staff to handle 7x24 support
Address interconnection with legacy and new networks
Manage vendor support throughout period
Address security for Major Web Portals
Implement strict configuration management for security 
elements and telecom/IT infrastructure
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Converged Communications…. 
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Evolving Security Boundaries
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CS-Domain
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Security Roadmap for 
Network/Service Infrastructures
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New Security Directions

Balancing Defense-in-Depth across networks, 
platforms, interfaces and applications
Recognizing security as part of QoS policy 
management
Integrating security operations capabilities

– Technical and organizational aspects
Utilizing identity management
Providing end-to-end Information Security
Developing common “look & feel” interfaces


